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transmission of the first random number, the first fimestamp,
and the first sign to the second portablé device; the second
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mits to the first portable device; the first portable device then
transmits the information to the first USIM which generates a
first personal key for authenticated communication.
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AUTHENTICATION METHOD IN
COMMUNICATION SYSTEM

CROSS-REFERENCE TO RELATED
APPLICATION(S) AND CLAIM OF PRIORITY

The present application claims priority to an application
entitled “Authentication Method in Communication Sys-
tem”, filed in the Korean Industrial Property Office on Aug. 9,
2007 and assigned Serial No. 2007-80315, the contents of
which are hereby incorporated by reference.

TECHNICAL FIELD OF THE INVENTION

The present invention relates generally to a communication
system. More particularly, the present invention relates to an
authentication method in a communication system.

BACKGROUND OF THE INVENTION

Current communication systems use a symumetric key-
based authentication and key agreement (hereinafter referred
to as “AKA”) method as a user authentication and key
exchange method. However, in the case of using the symmet-
ric key-based AKA method, a user identifier (hereinafter
referred to as “ID”) is exposed, and thus user tracking
becomes possible.

Recently, research for solving the problem caused by the
use of the symmetric key-based AKA method (i.e., the prob-
lem that the user ID is exposed and user tracking becomes
possible through the use of a public key-based AKA method)
has been actively performed.
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ber, the second random number, the first timestamp, the sec-
ond timestamp, and the first sign to a second USIM included
in the second portable device; the second USIM, if the first
random number, the first timestamp, and the first sign are
effective, generating a second sign for the second portable
device and a second personal key for the authenticated com-
munication using the second random number and the second
timestamp, and transmitting the second sign and the second
personal key; the second portable device transmitting the
second random number, the second timestamp, and the sec-
ond sign to the first portable device; the first portable device,
if the second timestamp is effective, transmitting the second
random number, the second timestamp, and the second sign to
the first USIM; and the first USIM, if the second sign is
effective, generating and transmitting a first personal key for
the authenticated communication to the first portable device.

Before undertaking the DETAILED DESCRIPTION OF
THE INVENTION below, it may be advantageous to set forth
definitions of certain words and phrases used throughout this
patent document: the terms “include” and “comprise,” as well
as derivatives thereof, mean inclusion without limitation; the
term “or,” is inclusive, meaning and/or; the phrases “associ-
ated with” and “associated therewith,” as well as derivatives
thereof, may mean to include, be included within, intercon-
nect with, contain, be contained within, connect to or with,
couple to or with, be communicable with, cooperate with,
interleave, juxtapose, be proximate to, be bound to or with,
have, have a property of, or the like. Definitions for certain
words and phrases are provided throughout this patent docu-
ment, those of ordinary skill in the art should understand that
in many, if not most instances, such definitions apply to prior

Also, in the case of using the symmetric key-based AKA

method, the amount of computation that is performed in a
user’s universal subscriber identity module (hereinafter
referred to as “USIM™) is increased. That is, the amount of
computation required for the symmetric key-based AKA
method is much greater than the amount of computation
required for the public key-based AKA method. Accordingly,
in the case where the symmetric key-based AKA method is
used in a USIM that is restricted in the amount of computa-
tion, it is difficult to process the required amount of compu-
tation.

SUMMARY OF THE INVENTION

To address the above-discussed deficiencies of the prior art,
it is a primary object to provide an authentication method in a
communication system.

In order to accomplish the above and other objects, there is
provided an authentication method in a communication sys-
tem, according to the present invention, which includes the
steps of: a first portable device, in order to request an authen-
ticated communication, generating and transmitting a first
random number and a first timestamp for the first random
number to a first universal subscriber identity module (USIM)
included in the first portable device; the first USIM calculat-
ing a first sign for the first portable device using the first
random number and the first timestamp, and transmitting the
calculated first sign to the first portable device; the first por-
table device requesting authentication for the authenticated
communication from a second portable device through trans-
mission of the first random number, the first timestamp, and
the first sign to the second portable device; the second por-
table device, if the first timestamp is effective, generating a
second random number and a second timestamp for the sec-
ond random number, and transmitting the first random num-

40

45

uses, as well as faturenses of snch defined words and phrases
BRIEF DESCRIPTION OF THE DRAWINGS

For a more complete understanding of the present disclo-
sure and its advantages, reference is now made to the follow-
ing description taken in conjunction with the accomparnying
drawings, in which like reference numerals represent like
parts:

FIG. 1is a view illustrating the construction of an authen-
tication system in a communication system according to an
embodiment of the present invention; and

FIGS. 2A and 2B are flowcharts illustrating an authentica-
tion process for an authenticated communication between
portable device #A and portable device #B as illustrated in
FIG. 1.

DETAILED DESCRIPTION OF THE INVENTION

FIGS. 1 through 2B, discussed below, and the various
embodiments used to describe the principles of the present
disclosure in this patent document are by way of illustration
only and should not be construed in any way to limit the scope
of the disclosure. Those skilled in the art will understand that
the principles of the present disclosure may be implemented
in any suitably arranged communication system.

FIG. 1 is a view illustrating the construction of an authen-
tication system in a communication system according to an
embodiment of the present invention.

Referring to FIG. 1, the authentication system includes a
public key generator (hereinafter referred to as a “PKG™) 110,
and a plurality of portable devices, for example, portable
device #A 120 and portable device #B 130. Here, portable
device #A 120 includes universal subscriber identity module
(USIM) #A 121, and portable device #B 130 includes USIM
#B 131.
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The PKG 110, if it detects that a user authentication is
required, generates a personal key for a user identifier (ID),
and transmits the generated personal key to a user. Here, the
user may be a portable device or a USIM included in the
portable device. In an embodiment of the present invention,
for convenience in explanation, it is defined that the user
corresponds to a portable device. Also, the PKG 110 gener-
ates a personal key for the portable device, the ID of which is
i, as in Equation 1. Hereinafter, for convenience in explana-
tion, the portable device of which the ID is i is called portable
device #i:

S=sH(ID,). [Eqn. 1]

In Equation 1, S, denotes a personal key of portable device
#1, H(ID,) denotes a public key of portable device #1, s denotes
ashared key for all users in the system, that is provided by the
PKG 110, and H denotes a hash function for mapping a
certain string {0,1}* on an addition group G,. The hash
function H can be expressed as in Equation 2:

H:A0,1}*—>G,. [Eqn. 2]

In Equation 2, G, denotes a group of points on an elliptical
curve E(F ).

The PKG 110 as described above generates and transmits a
personal key for portable device #i to portable device #i at a
time point where portable device #i is initially registered in
the communication system. As needed in the communication
system, the PKG 110 may generate the personal key for
portable device #i, and transmit the generated personal key to
portable device #i.

On the other hand, if it is assumed that, in FIG. 1, a personal
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message (i.e., a response message to the first request mes-
sage) and transmits the first response message to portable
device #A 120 (step 218).

Portable device #A 120 transmits a second request message
for requesting authenticated communication to portable
device #B 130 (step 219). Here, the second request message
includes the random number r, the timestamp TP, and the sign
(5, TP)g,- Portable device #B 130 receives the second request
message, and detects the random number r, the timestamp TP,
and the sign (1, TP) g, included in the second request message.
Then, portable device #B 130 judges whether the detected
timestamp TP is effective (step 221). Portable device #B 130
performs the following authenticated communication only in
the case where the detected timestamp TP is effective. If the
detected timestamp TP is not effective, portable device #B
130 judges that the authentication for the authenticated com-
munication has failed (step 223).

On the other hand, if the detected timestamp TP is effec-
tive, portable device #B 130 generates a random number r'
that is different from the random number r, and a timestamp
TP' that is different from the timestamp TP (step 225). Then,
portable device #B 130 transmits a third request message,
which includes the random number r, the random number r',
the timestamp TP, the timestamp TP", and the sign (1,TP),,, ,
to USIM #B 131 included in portable device #B 130 (step
227)

USIM #B 131 receives the third request message, and
detects the random number r, the random number r', the
timestamp TP, the timestamp TP', and the sign (1, TP);, , from
the received third request message. USIM #B 131 judges
whether the random number r, the timestamp TP, and the sign
(@, TP);, . are effective using the public key of USIM #A 121

key generated by the PKG 110 for portable device #A 120 is

S, and a personal key generated for portable device #B 130
is Sz, we have S =sH(ID,,) and S;=sH(IDj).

Also, portable #i already knows the hash function H, and if
the personal key S, is received from the PKG 110, it can
generate a public key H(ID,) for portable device #i using the
personal key S, and the hash function H.

On the other hand, portable device #A 120 in FIG. 1
already knows the hash function H, and if the personal key S
is received from the PKG 110, it can generate a public key
H(D,,) for portable device #A 120 using the personal key S,
and the hash function H. Also, portable device #B 130 in FIG.
1 already knows the hash function H, and if the personal key
S is received from the PKG 110, it can generate a public key
H(ID) for portable device #B 130 using the personal key S,
and the hash function H.

Portable device #i transmits the generated public key
H(D,) to USIM #i (i.e., the USIM of portable device #A 120
in FIG. 1).

FIGS. 2A and 2B are flowcharts illustrating an authentica-
tion process for an authenticated communication between
portable device #A 120 and portable device #B 130 as illus-
trated in FIG. 1.

Referring to FIGS. 2A and 2B, if portable device #A 120
detects an authenticated communication request (step 211), it
generates a random number r and a timestamp TP (step 213).
Portable device #A 120 transmits a first request message that
includes the random number r and the timestamp TP to USIM
#A 121 included in portable device #A 120 (step 215). USIM
#A 121 receives the first request message, and detects the
random number r and the timestamp TP included in the first
request message. Then, USIM #A 121 generates (1,TP),,,
(i.e., a sign of portable device #A 120) using the detected
random number r and the timestamp TP (step 217). USIM #A

121 includes the generated sign (1,TP),,; in a first response
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(step 229). If the random number 1, the timestamp TP, and the
sign (1, TP),,,, are not effective, USIM #B 131 transmits a
second response message indicating that the random number
r, the timestamp TP, and the sign (x,TP),,, are not effective to
portable device #B 130 (step 231). Portable device #B 130, if
the second response message is received from the USIM #B
131, judges that the authentication for the authenticated com-
munication has failed (step 233).

On the other hand, if the random number r, the timestamp
TP, and the sign (1, TP),,,  are effective, USIM #B 131 gener-
ates (r',TP"), (.., a sign of portable device #B 130) and
(r+1")sH(Dj) (i.e., a personal key of portable device #B 130)
using the random number r' and the timestamp TP' (step 235).
USIM #B 131 transmits a third response message that
includes the sign (',TP"),,, and the personal key (r+r')sH
(IDp) to portable device #B 130 (step 237).

Portable device #B 130 receives the third response mes-
sage, and detects the sign (r',TP"),,, and the personal key
(r+r")sH(IDg). Then, portable device #B 130 transmits a
fourth response message that includes the random number r',
the timestamp TP, and the sign (', TP"),,,, to portable device
#A 120 (step 239). Portable device #A 120 receives the fourth
response message, and detects the random number r', the
timestamp TP, and the sign (', TP, Then, portable device
#A 120 judges whether the detected time stamp TP is effec-
tive (step 241). If the time stamp TP' is not effective, portable
device #A 120 judges that the authentication for the authen-
ticated communication has failed (step 243).

On the other hand, if the timestamp TP' is effective, por-
table device #A 120 includes the random numberr', the times-
tamp TP, and the sign (r',/TP');, in a fifth request message,
and transmits the fifth request message to USIM #A 121 (step
245). USIM #A 121 detects the sign (r',TP"),. included in the
fifth request message, and judges whether the sign TP,
is effective (step 247). If the sign (¢, TP"),,,. is not effective,

sigp
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USIM #A 121 transmits a sixth response message indicating
that the sign (', TP"),, . is not effective to portable device #A
120 (step 249). Portable device #A 120, if it receives the sixth
message, judges that the authentication for the authenticated
communication has failed (step 251).

On the other hand, if the sign (', TP"),,,_ is effective, USIM
#A 121 generates a personal key (r+1')sH(ID,) (step 253).
Then, USIM #A 121 includes the generated personal key
(r+1)sH(ID ) in a fifth respounse message, and transmits the
fifth response message to portable device #A 120 (step 255).
If the process up to step 255 is completed, the authenticated
communication between portable device #A 120 and portable
device #B 130 becomes possible.

Ifthe authentication process for the authenticated commu-
nication as described above is successfully completed, the
personal key of portable device #A 120 becomes (r+r')sH
(ID,), and the personal key of portable device #B 130
becomes (r+r')sH(IDg). Also, portable device #A 120 and
portable device #B 130 share public information, such as the
personal key of portable device #A 120 (r+r")sH(ID ) and the
personal key of portable device #B 130 (r+r")sH(IDj)

Accordingly, a pair of public keys used for the authenti-
cated communication between portable device #A 120 and
portable device #B 130 is changed. For example, in the exist-
ing authentication process for the authenticated communica-
tion, a pair of public keys of portable device #A 120 is
changed to H(ID ),sH(ID,) or r"H(ID ),st"H(ID ). Here,

rM'=r4r'.

As described above, in the embodiment of the present
invention, operations performed by the USIM i inc lude signing

for-the-generated random number r-and the p- TP,

[¥]
<

25

6

As described above, in the communication system accord-
ing to the present invention, in generating public keys
required for authentication between a first portable device
including a first USIM and a second portable device including
a second USIM, the first portable device and the second
portable device perform a part of the authentication opera-
tions that is required to generate the public keys, and the first
USIM and the second USIM perform the remaining parts of
the authentication operations. Accordingly, in performing the
authentication for the public key-based authenticated com-
munication, the operations performed by the first USIM and
the second USIM can be reduced, and thus the loads of the
first USIM and the second USIM can also be reduced.

Although the present disclosure has been described with an
exemplary embodiment, various changes and modifications
may be suggested to one skilled in the art. It is intended that
the present disclosure encompass such changes and modifi-
cations as fall within the scope of the appended claims.

What is claimed is:

1. An authentication method in a communication system,
comprising:

generating and providing, at a first portable device, a first

random number and a first timestamp to a first universal
subscriber identity module (USIM) included in the first
portable device when an authenticated communication
request is detected;

calculating and providing, at the first USIM, a first sign for

the first portable device using the first random number
and the first timestamp to the first portable device;
requesting, by the first portable device, authentication for
the authenticated comununication by transmitting the
first random number, the first timestamp, and the first

verifying-the-generated-sign,-and-generating-a—temporary-
personal key rs"H(ID) through multiplication of the personal
key sH(ID) managed by the USIM with the random number
*=(r+r").

Accordingly, in the embodiment of the present invention, a
portable device performs all operations, except for the three
operations as described above (for example, generation of a
random number and a timestamp, multiplication of a random
numberr" with a public parameter, signing of'a message using
a temporary personal key, authentication, encryption, such as
a key agreement for generating a session key, and the like).
Table 1 below indicates the amount of computation for opera-
tions performed by USIM.

TABLE 1

Type Input Value Output Value Remarks

REQI

r, TP Sign for
requested
input value
Examine
effectiveness
of TP and
TP
Possible if r
and TP
generated in

" REQI exists

@
TP)ig
REQ2

(r+MsHID) (),

TP

sig

L, TP (1, TP),, r,
T

REQ3 1, TP (¢, TP, (r + r')sH(ID)

In Table 1, REQI indicates an operation that should be
performed by the USIM in association with the first request
message, REQ2 indicates an operation that should be per-
formed by the USIM in association with the third request
message, and REQ3 indicates an operation that should be
performed by the USIM in association with the fifth request
message.
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sign to a second portable device;

generating, at the second portable device, a second random
number and a second timestamp when the first times-
tamp is effective, and providing the first random number,
the second random number, the first timestamp, the sec-
ond timestamp, and the first sign to a second USIM
included in the second portable device;

generating, at the second USIM, a second sign for the

second portable device and a second personal key forthe
authenticated communication using the second random
number and the second timestamp when the first random
number, the first timestamp, and the first sign are effec-
tive, and providing the second sign and the second per-
sonal key to the second portable device;

providing, by the second portable device, the second ran-

dom number, the second timestamp, and the second sign
to the first portable device;

providing, at the first portable device, the second random

number, the second timestamp, and the second sign to
the first USIM when the second timestamp is effective;
and

generating and providing, at the first USIM a first personal

key for the authenticated communication to the first
portable device when the second sign is effective.

2. The authentication method as claimed in claim 1, further
comprising determining, at the second portable device, that
the authentication for the authenticated communication has
failed when the first timestamp is not effective.

3. The authentication method as claimed in claim 1, further
comprising:

when the first random number, the first timestamp, and the

first sign are not effective, reporting, by the second
USIM, that one or more of the first random number, the
first timestamp, and the first sign are not effective to the
second portable device; and
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when one or more of the first random number, the first
timestamp, and the first sign are reported as not being
effective, determining, by the second portable device,
that the authentication for the authenticated cornmuni-
cation has failed.

4. The authentication method as claimed in claim 1, further
comprising determining, by the first portable device, that the
authentication of the authenticated communication has failed
when the second timestamp is not effective.

5. The authentication method as claimed in claim 1, further
comprising:

reporting, by the first USIM, that the second sign is not

effective to the first portable device when the second
sign is not effective; and

determining, by the first portable device, that the authenti-

cation for the authenticated communication has failed
when the second sign is reported as not being effective.

6. The authentication method as claimed in claim 1,
wherein the first and second personal keys are calculated by a
following equation,

(r+r)sH(ID)

where, r denotes the first random number, r* denotes the
second random number, s denotes a shared key for all users in

bt
o

5

20

8

the first timestamp, and the first sign is not effective, report-
ing, at the USIM, that the corresponding at least one first
random number, the first timestamp, and the first sign is not
effective to the second portable device.

11. The authentication method as claimed in claim 10,
further comprising determining, by the second portable
device, that the authentication for the authenticated commu-
nication has failed when the USIM reports that at least one of
the first random number, the first timestamp, and the first sign
is not be effective.

12. The authentication method as claimed in claim 1,
wherein the personal key is calculated by a following equa-
tion,

(r+r)sH(ID)

where, r denotes the first random number, r' denotes the
second random number, s denotes a shared key for all users in
a system, H denotes a hash function, and ID denotes a user

identifier.
13. An apparatus for establishing authenticated communi-
cation in a communication system, the apparatus comprising:
a first portable device, when detecting a request to initiate
an authenticated communication request, configured to:

?dz;sézrer;, H denotes a hash function, and ID denotes a user 25 generate an d provi de.a first ran dorp nux‘nber'an d a first
7. An authentication method in a communication system, tunestam.p fo a ulmversal subscriber 1d§nt1ty module
the authentication method comprising: (USIM) included n the first portable device, .

receiving, at a second portable device, an authentication transmit an au‘thentlcatlon request for the' authenticated
request for an authenticated communication, the authen- 30 communication to a second portable device, the authen-
tication request comprising a first random number, a first tication request comprising a first random number, a first
timestamp, and a first sign from a first portable device; timestamp, and a first sign provided from the USIM,

generating, at the second portable device, a second random _receive a response i0 the authenficationn request, the
number and a second timestamp when the first times- received response comprising a second random number,
tamp is determined to be effective; 35 a second timestamp, and a second sign,

providing the first random number, the second random provide the second random number, the second timestamp,
number, the first timestamp, the second timestanp, and and the second sign to the USIM when the second times-
the first sign to a universal subscriber identity module tamp is effective, and
(USIM) included in the second portable device; establish the authenticated communication with the second

generating, at the USIM, a second sign for the second 40 portable device using a first personal key provided by the
portable device and a personal key for the authenticated USIM,
communication using the second random number and wherein the first portable device is further configured to use
the second timestamp when the first random number, the the USIM to calculate the first sign based on the first
first timestamp, and the first sign are determined to be random number and the first timestamp, and generate the
effective; 45 first personal key for the authenticated communication

providing the second sign and the personal key to the

second portable device; and

transmitting, at the second portable device, the second

random number, the second timestamp, and the second
sign to the first portable device.

8. The authentication method as claimed in claim 7, further
comprising determining, by the second portable device, that
the authentication. for the authenticated communication has
failed when the first timestamp is determined to not be effec-
tive.

9. The authentication method as claimed in claim 7, further
comprising:

determining, by the USIM, whether the first random num-

ber, the first timestamp, and the first sign are effective;
and

determining, by the second portable device, that the

authentication for the authenticated communication has
failed when at least one of the first random number, the
first timestamp, and the first sign is determined to not be
effective by the USIM.

10. The authentication method as claimed in claim 7, fur-
ther comprising, when at least one of the first random number,

50

60
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when the second sign is effective.

14. The apparatus of claim 13, wherein the first portable
device is further configured to determine that the authentica-
tion for the authenticated communication has failed when the
second timestamp is not effective.

15. The apparatus of claim 13, wherein the first portable
device is further configured to use the USIM to determine
whether the second sign is effective, and

wherein the first portable device is further configured to

determine that the authentication for the authenticated
communication has failed when the second sign is not
effective.

16. The apparatus of claim 13, wherein the first portable
device, when receiving an authentication request for an
authenticated communication initiated by another portable
device, is further configured to:

receive the authentication request for the authenticated

communication initiated by the other portable device,
the authentication request comprising a third random
number, a third timestamp, and a third sign,

generate a fourth random number and a fourth timestamp

when the third timestamp is determined to be effective,
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provide the third random number, the fourth random num-
ber, the third timestamp, the fourth timestamp, and the
third sign to the USIM, and
transmit the fourth random number, the fourth timestamp,
and the fourth sign to the other portable device,

wherein the first portable device is further configured touse
the USIM to generate a fourth sign and a second personal
key for the authenticated communication initiated by the
other portable device using the fourth random number
and the fourth timestamp when the third random num-
ber, the third timestamp, and the third sign are deter-
mined to be effective.

17. The apparatus of claim 16, wherein the first portable
device is further configured to determine that the authentica-
tion for the authenticated communication initiated by the
other portable device has failed when the third timestamp is
not effective.

18. The apparatus of claim 16, wherein the first portable
device is further configured to use the USIM to determine
whether at least one of the first random number, the first
timestamp, and the first sign is not effective.

19. The apparatus of claim 18, wherein the second portable
device is further configured to determine that the authentica-

w
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tion for the authenticated communication initiated by the
other portable device has failed when at least one of the first
random number, the first timestamp, and the first sign is
determined to not be effective.

20. The apparatus of claim 13, wherein the first portable
device is further configured to use the USIM to calculate the
first personal key according to the following equation,

(r+r)sH(ID)

where, r denotes the first random number, r' denotes the
second random number, s denotes a shared key for all
users in a system, H denotes a hash function, and 1D
denotes a user identifier.
21. The apparatus of claim 16, wherein the first portable
device is further configured to use the USIM to calculate the
second personal key according to the following equation,

(r+r)sH(D)

where, r denotes the first random number, ' denotes the
second random number, s denotes a shared key for all
users in a system, H denotes a hash function, and ID
denotes a user identifier.




