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1.Introduction

In distributed system, most important property is fault-tolerant. Broadcast protocols are a fundamental building block for implementing replication in fault-tolerant distributed systems. Recently, some paper address secure replication in an asynchronous environment with a static set of servers, where a malicious adversary may corrupt up to a threshold of servers and controls the network. Such protocols use threshold cryptography for signatures, encryption, and coin-tossing. Despite the practical appeal of the asynchronous model, not much research has concentrated on developing efficient asynchronous protocols or implementing of distributed systems that need consensus or Byzantine agreement. I will make efficient protocol using recently used cryptographic technique. Maybe Quorum system concept for general distributed system area help me to make efficient asynchronous protocol in distributed system.

2. Objective

Construction or modification of Asynchronous Broadcast Protocols

3. Approach

Survey existing papers related to my research topic

Analysis proposed Asynchronous Broadcast Protocols

Getting idea from research and Making Protocol

Submit Final report and Presentation of my topic

4.Time schedule

9.11  – 9.25    Study basic concept and mechanism for research

9.25  – 10.15   Reading proposal paper 

10.16 – 10.30   Analysis on related protocol and getting idea 

11.1  - 11.20   Making protocol and Draft my research paper

11.20 – 12.1    Completing Final paper and Submitting paper

12.5            Final Presentation
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