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1. Introduction

  The cipher Rijndael was submitted to the AES selection process, and was later selected as the AES [1]. It is based on the Square cipher and so has SPN (Substitution-Permutation Network) structure. The known attacks against Rijndael are the impossible differential attack and the Square attack, Which were described by the designers of the Square cipher. The impossible attack is applicable to Rijndael reduced to six rounds and the Square attack is applicable to Rijndael reduced seven rounds.
  These attacks are chosen plaintext attacks and are independent of the specific choice of sbox, the multiplication polynomial of Mixcolumn and the key schedule. They are only related to the characteristic of the linear layer, Mixcolumn. That is the branch number, which is introduced by the designers to explain the diffusion power. Rijndael has a branch number 5, that is, if a state is applied with a single nonzero byte, the output has 4 nonzero bytes. So, after two rounds, there appear the all possible value, 256 byte. The above two attacks are using this characteristic. But, I think that we must consider the situation after one more round. If we find the relation between output of 2-round and 3-round output, we may increase the number of rounds which are attacked by above attacks.  
2. Goal

I will find the probabilistic characteristic of Mixcolumn and join the impossible differential attack and the Square attack 
3. Approach

1) Survey two attacks

2) Implement the Mixcolumn layer

3) Find the Probabilistic characteristic which can be used the cryptanalysis.

4) Fasten two attacks
4. Time schedule
     1) 9. 20 ~ 9. 28 : Study on the Rijnaeal 
     2) 9. 29 ~ 10. 10: Two attacks Survey 

     3) 10. 11 ~ 10. 25: Mixcolumn Implementation

     4) 10. 26 ~ 11. 25:  Theoretic Work and Write the term paper
     5) 11. 27: final presentation
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