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Term Project: Denial of Service and Countermeasures Analysis
1. Introduction

Denial of Service (DoS) attack has been becoming hacker’s favorite attack. The situation is more serious because hacker takes advantage of worldwide-interconnected network, Internet, using mass attack tools to cause severe problem in all over the world. Because of this threat, it is worth to put more effort on preventing such attacks.     

2. Objectives

This paper is aimed to survey on known DoS attacks and its countermeasures. In addition, I want to go a little further by analyzing and comparing each mentioned countermeasure. Also, I want to focus on new methods with help from cryptography works.
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